
Digital Payments



What will we talk about?
1. Latest Frauds
2. Identifying Scams
3. Safety Tips and Reporting



Fake Offers, Rewards and Merchants











Vishing
1. KYC Frauds 
2. Credit/debit card expiry
3. Account Closure
4. Lotteries
5. Fake Customer Care Reps





Critical Thinking

Do not believe 
everything you see 

online!



Catchy 
Headlines

Catchy 
Photos

Source
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Investigat
e Source

Be 
sceptical of 

photos/ 
and posts

Check 
other 

sources









Staying Safe



Job Frauds
•Names of reputed companies taken.
•Offers made are usually too good to be 
true.
•Caller asks for bank details
•Sometimes, they may ask you to make 
payments for securing the job. 





Job Frauds
•Always crosscheck job openings on 
official websites.
•Never make any payments for a job.
•If you receive calls/mails, crosscheck 
with company/website.



Staying Safe from Vishing Attacks
•Always complete KYC by visiting authorized 
centers or using official websites
•Never share any personal/confidential details 
with anyone.
•To find customer care details, search for 
support within the app/platform or visit the 
official website



Staying Safe from Vishing Attacks
•If you didn’t participate in a lottery, it is 
unlikely that you won. 
•All information related to your bank accounts 
and ATM cards will be shared on your 
registered email id/mobile from the bank’s 
official mail.
•Fake lottery letters are created easily. 
NOTHING COMES FOR FREE. Beware of 
such scams.













Thank you!

@cyberpeacefoundation @cyberpeacefoundation @cyberpeacengo @cyberpeacetv

•For assistance, contact us on our WhatsApp 
helpline 

at +91 957 00000 66
•Or via mail at helpline@cyberpeace.net


